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electronic recording, or minutes or
other item of information from the
public which has previously been with-
held, such portion or information shall
be made publicly available. The Board
shall maintain a complete verbatim
copy of the transcript, a complete copy
of the minutes, or a complete elec-
tronic recording of each meeting, or a
portion thereof, closed to the public for
at least two years after such meeting,
or until one year after the conclusion
of any Board proceeding with respect
to which the meeting, or a portion
thereof, was held, whichever occurs
later.

§ 1704.10 Severability.
If any provision of this part or the

application of such provision to any
person or circumstances, is held in-
valid, the remainder of this part or the
application of such provision to per-
sons or circumstances other than those
as to which it is held invalid, shall not
be affected thereby.
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§ 1705.01 Scope.
This part contains the Board’s regu-

lations implementing the Privacy Act
of 1974, Public Law 93–579, 5 U.S.C. 552a.

§ 1705.02 Definitions.
The following terms used in these

regulations are defined in the Privacy
Act, 5 U.S.C. 552a(a): agency, individual,
maintain, record, system of records, statis-
tical record, and routine use. The Board’s
use of these terms conforms with the
statutory definitions. References in

this part to ‘‘the Act’’ refer to the Pri-
vacy Act of 1974.

§ 1705.03 Systems of records notifica-
tion.

(a) Public notice. The Board has pub-
lished in the FEDERAL REGISTER its sys-
tems of records. The Office of the Fed-
eral Register biennially compiles and
publishes all systems of records main-
tained by all Federal agencies, includ-
ing the Board.

(b) Requests regarding record systems.
Any person who wishes to know wheth-
er a system of records contains a
record pertaining to him or her may
file a request in person or in writing.
Written requests should be directed to:
Privacy Act Officer, Defense Nuclear
Facilities Safety Board, 625 Indiana
Avenue, NW., Suite 700, Washington,
DC 20004. Telephone requests should be
made by calling the Board at 202–208–
6400, and asking to speak to the Pri-
vacy Act Officer.

§ 1705.04 Requests by persons for ac-
cess to their own records.

(a) Requests in writing. A person may
request access to his or her own
records in writing by addressing a let-
ter to: Privacy Act Officer, Defense Nu-
clear Facilities Safety Board, 625 Indi-
ana Avenue, NW., suite 700, Washing-
ton, DC 20004. The request should con-
tain the following information:

(1) Full name, address, and telephone
number of requester,

(2) Proof of identification, which
should be a copy of one of the follow-
ing: Valid driver’s license, valid pass-
port, or other current identification
which contains both an address and
picture of the requester,

(3) The system of records in which
the desired information is contained,
and

(4) At the requester’s option, author-
ization for copying expenses (see
§ 1705.10 below).

(b) Requests in person. Any person
may examine his or her own records on
the Board’s premises. To do so, the per-
son should call the Board’s offices at
202–208–6400 and ask to speak to the
Privacy Act Officer. This call should be
made at least two weeks prior to the
time the requester would like to see
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